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Abstract of the contribution: Interim agreement for Key Issue 5.1
1. Introduction
In this contribution we propose an interim agreement on Key Issue 5.1.
2. Analysis

It is crucial to protect the credentials used to access the 5G network. Key issue 5.1 describe threats and requirements related to this topic and a solution is proposed in companion contribution S3-170071.
3. Proposal

**** Beginning of change **** 

X.5 Questions and Interim Agreements for security area #5
X.5.1 Questions and Interim Agreements for Key Issue #5.1

X.5.1.0 Questions in other clauses affecting this key issue

X.5.1.x Storage of Credentials

X.5.1.x.1 Description of Question

Which solution shall be used for storage and processing of credentials used to access the 5G network?
X.5.1.x.2 Interim Agreement

To be answered.
**** End of Change ****
